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	Reason for change:
	The currently defined xml element content encryption of MC elements does not conform to the xmlenc standard or to the implementation in 24.379.  The element type (tag) is important to decryption however it is lost at encryption due to nonconformance to the standard.

	
	

	Summary of change:
	Correct the note in 9.3.4.1 to align with the XML standard and 24.379, and add a reference to clause 9.3.4.3 for URI attribute encryption.

	
	

	Consequences if not approved:
	Loss of element data type upon encryption may result in an MC security failure.
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********************  START of change 1 **********************
[bookmark: _Toc3886259][bookmark: _Toc26797625][bookmark: _Toc35353470][bookmark: _Toc44939443]9.3.4.1	General
This clause defines an optional mechanism to allow specific XML content within the XML elements and XML URI attributes to be encrypted between the client and the server. 
NOTE:	Only eEncryption of XML simple element content within XML elementsaccording to XML Encryption Syntax [27] and XML URI attributes encryption according to clause 9.3.4.3 is supported. Encryption of XML tags is not supported.

********************  END of change 1 **********************
